INTERNET ACCESS VIA PERSONAL DEVICE

The Library offers wireless access points to enable the public to connect to the internet through their personal computing devices such as laptops, tablets, and smart phones. Per Policy 4.06, this access is subject to operation of a filter to protect against access to visual depictions that are obscene, child pornography, or harmful to minors. Further, users of the Library’s wireless network must abide by the Library’s policies and regulations covering technology use and public internet access.

Users are responsible for configuring their own equipment. The Library does not provide technical support for establishing or maintaining a connection nor for equipment configurations. The Library is not responsible for any changes made to an individual computer’s settings and does not guarantee that a user’s hardware will work with the Library’s wireless connection.

The Library is not responsible for any personal information (e.g., credit card data) that is compromised, or for any damage caused to hardware or software due to electric surges, security issues or consequences caused by viruses or hacking. All wireless access users are personally responsible for maintaining up-to-date virus protection on personal laptop computers and other devices with wireless connectivity capabilities.